
Important Notice

Log4J vulnerability CVE-2021-44228
Your SBI BackOffice installation is not affected by “CVE-2021-44228, Apache log4j

vulnerability”.  SBI does not use Java or Log4J in its software.

 

If you are using SBI cloud hosting -  you have no exposure to CVE-2021-44228. 

SBI has taken the relevant steps to secure your instance (and there was no risk of

exploitation).

 

Your IT department may install utilities or tools that are vulnerable to log4j on your

self hosted SBI server, please contact them to determine if there are additional

mitigation steps required to secure it.

If you have questions, visit our Live Chat or create a case via the Client Tool and our

support team will be there to help!

 
Reminder: Weekly maintenance is scheduled every Tuesday. Maintenance may occur between 6pm and

Midnight local time. Downtime is expected to be two hours or less.

Follow Us On Social Media For Other Updates

SBI Software, 2222 NE Oregon St, Suite 205, Portland, OR

Unsubscribe Manage preferences


